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ABSTRACT
Social media affect personal rights in a special way. The protection of personal datas as well as personal rights like the right to one’s personal image, social networks, online forums or micro blogs like twitter and others cause a serious problem. Since the beginning of web 2.0 the online communication has become a central element of cultural change of privacy. On the premise of mediatization, the process of temporal, spatial and social penetration of our culture with media communication and their varied and partially contradictory imprint, a point can be made, that “life” in that culture beyond the media is no longer conceivable. Social media has accelerated the change in media communication. Many signs point to a change of culture to a media culture combined with a change of privacy. The present paper intends to give an overview of the current legislative framework in the protection of privacy in Germany and Turkey. The first part will deal with some aspects of the change of privacy in the mediatized everyday world. Therefore, it must be shown that the mediatization of privacy is a cross-cultural trend in the modern civil society and special social and cultural conditions of this trend play a role in this process. The second part will describe and discuss the different legislative situations and legal frameworks in Germany and Turkey.
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SOSYAL MEDYADA ÖZEL HAYATIN KORUNMASI: ALMANYA VE TÜRKİYE’DEKİ HUKUKİ DURUM

ÖZET
Sosyal medya ve kişilik hakları arasında sıkı bir ilişki bulunmaktadır. Bir kişinin, kişisel verilerinin yanında, kişilik haklarına dahil olduğu düşünülen, kişisel resimleri, sosyal ağıları, online forumlarına yazdıkları veya twitter gibi mikro
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INTRODUCTION

In our mediatized society, communication occurs increasingly in the internet. The nature of the internet and its potential has developed in recent years in a way, that computer generated communication can be performed easily even with full video. Thus, the technical barriers in the internet are getting less and less. Therefore, Höflich1,2,3 refers to the internet as a hybrid or meta-medium and Krotz4 as a broad electronic area of communication. The social media extend this area of communication many times more. Thereby these time zones can be invalidated.

As an example, a person who is in Germany can simultaneously communicate with a friend in Turkey via Skype and accept a call from his brother in Paris via voice-over IP and at the same time chat with his girlfriend by instant messenger, sometimes watching a live-stream in a media player,

which just then broadcasts a football match from Barcelona. Perhaps he is also watching the spectacular goal in the English Premier League on YouTube, which he is talking about with the Turkish friend and following the tweets from all over the world, which pop up on his desktop while he is finally making a snapshot of his friend and uploading it onto Facebook to share with his “friends”.

The central character of social media is the active user, who mutates to a “prosumer” due to the participatory possibilities. Simultaneously he is producer, consumer and program manager in the web. The user-generated content becomes established as an important channel of social communication today. Its importance is identifiable in various places. With the help of commenting, drafting one’s own articles, rating, uploading of media files, such as images and videos, the user can intervene in the digital world and take a public position. In this way, a change is currently taking place regarding the question, which personal information should be made publicly available⁵.

The high level of participation changes not only the net itself, but also the attitude and behaviour of the user: they take advantage of their potential influence to organise themselves collectively as an individual and their interests as well as their knowledge in the virtual space in multiple ways⁶.

Since the beginning of web 2.0 the online communication becomes a central element of the cultural change of privacy⁷. In this context Krotz advanced the hypothesis, that a few people content themselves with being in a group, just one among many. They pay particular attention to stick out of the masses and participate in public life by using their own comments, images, videos as well as other formats⁸. In turn, this mediated self-representation via social media generates a kind of digital voyeurism. Tweets and re-tweets are


posted, articles are commented upon and shared, images uploaded, messages about where they are and what they are doing are posted on pinboards. Social media activists permanently change their roles between a digital exhibitionist and a digital voyeur.

Unlike the human view or the face-to-face communication, which leaves the counterpart just with an image, the new forms of observations leave data tracks⁹. With the help of these data tracks in the social media, the “modern voyeur” is able to create counter-images of a human being.

According to Nettesheim, privacy is not a natural fact, rather, it is a social reality in history, it is constructed in various societies in different ways. It can be regarded as residue of an individual which appears in the public as well as a privilege, that is given to individuals and families of society.

Privacy is not a rigid state. It is subjected by social movements. This is often a cause of complaints, because there are repeated border shifts and overlaps, which will be interpreted as a breakdown and loss of society. Nettesheim identifies gaps and contradictions in protecting privacy. While the Federal Constitutional Court of Germany operates very consistently and protectively, where the protection against the intrusion into the privacy by the government is involved – especially in the area of articles 13 (Inviolability of the home) and 10 (Privacy of correspondence, post and telecommunication) in the German Constitution, the jurisdiction in the forms of generating counter-images proves itself less certain.

With regards to personal data Nettesheim points out the unclear situation, that on the one hand the Federal Constitutional Court talks about the authority of every individual to decide for himself on the exposure and application of his personal data¹⁰, and on the other, an absolute right of control over personal data should not be granted, comparable with the right of property. This of course means, that although the development of an individual’s personality should be ensured, but the moment, he moves into the area of communication, he will never have a right to protection against external attributions.

Thus, from his point of view, contradictions in the valuation of individual situations are inescapable: e.g. a camera, which scans a public


¹⁰ BVerfG E 65,1 (43)
place, constitutes an illegal infringement of rights. But the data collection available from general websites does not affect an intervention into a person’s fundamental rights.

In the context of the different types of data collection and in times of media databases, Diggelmann\(^{11}\) raises the question, if there is a personal right to fading memories\(^{12}\). According to him, the information society did not find an answer to the human basic need of a periodic restart. Likewise he regards the social norm of being contemporary as the reason of the problem for the steady increase of technical possibilities if personal data is accessible. It is “cool” to use the technical possibilities like the uploading of images and short messages, given by W-LAN and mobile devices. This creates a deceptive image of trust in one’s own invulnerability, if you just care the social norm to be contemporary. In this context the legitimate questions of intrusion into privacy are repressed. Numerous data scandals in recent years have only slightly affected the basic willingness to take care of one’s own personal data. It is hardly surprising that society is worried about the future of their privacy. In this article, in the first part further aspects of changes to privacy in the mediatized everyday-world will be discussed. In the second part the theme will be discussed with the legal aspects.

1. The change of privacy in public spaces in the mediatized everyday world

The internet with its seemingly endless range of applications is no longer a medium, in which only the real world is represented. Due to the abilities of social media, where users can generate their own content in the internet, a separate world in the virtual environment is created, which determines their own rules and crosses the border of the real world\(^{13}\). The networking with each other is the central principle of society. Therefore, more and more people shift their communication into the web. The communication network can get extended quickly and easily.


\(^{12}\) Warmann, Matt: Online Right “To be Forgotten” Confirmed by EU, TELEGRAPH (Mar. 17, 2011, 12:53 PM), http://www.telegraph.co.uk/technology/Internet/8388033/Online-right-to-be-forgotten-confirmed-by-EU.html [last access: 02.04.2012]

Computer-generated communication does not take place exclusively with real names of the users. Some platforms prescribe the selection of a username, some users voluntarily choose a nickname. These nicknames fulfill both functions of a mask. On the one hand they protect the user from others by hiding their true identity. On the other hand depending on the chosen nickname, it attracts more or less interest. In this way, obstacles for access to the communication network will be removed. Thus, username users create various partial identities, e.g. professional, gender, fan, etc. These partial identities generate an identity patchwork of the individual. The user has free choice in the creation of his partial identity and does not depend on reality. In principle, they can change their gender as they like.

Different reports have already dealt with the daily mediatization and the correlated change of social relations, culture and society. In recent years, particular attention has been paid to the approach of mediatization by Krotz. The starting hypothesis of his work is, that in the context of social developments and changes, caused by the promotion and development of new media, communication increasingly differentiates more and more.

Krotz says, the media is not the active part, but the person who deals with the media, is. Not the media but the person using them plays the active role. Krotz makes a difference between face-to-face and media communication. In this area he divides it into three types:

- Communication with other individuals, which are spatial, temporal and otherwise not personally present, e.g. letters, chats, phone calls.
- Communication with transmitted text, which will be heard, read, seen or otherwise recognised, independent from the author, reception and perception, e.g. watching TV, reading, searching the internet pages, listening to the radio.

---


Communication with interactive systems, which are not with individuals but only represent communicated content and text, e.g. GPS systems or figures like “Lara Croft”.

Social media has accelerated the change in media communication. Media communication no longer works traditionally linear, like calling in the afternoon, cooking afterwards and watching the news on TV at 8 p.m. Place, time and sense are no longer distinct areas. As a consequence of an increasing intermixture of the media, personal life and daily work will blend into each other.

Krotz calls these phenomena the blurring of the provinces of meaning (”Sinnprovinzen”). There are no longer delineated images like computer on the desk, TV in the living room, telephone on the floor, radio in the kitchen and book on the chair. As a consequence of the blurring of the boundaries new forms of communication and cross-media integrations, which have been practiced so far, are developing.

In this context he points out three dimensions of media blurring the boundaries18:

1. Temporal: Media is available in ever-growing numbers at all times.
2. Spatial: All media are available in and combine to more and more places.
3. Social and in its connotation: Media is used in ever new contexts and connotations, with ever new perspectives and motives, on the communicator’s as well as the recipient’s side.

Thus, social media accelerates the change of culture into media culture.

According to Hepp, the existing approaches are not able to capture the continuous change appropriately. In his view, this is possible because „ein solcher Wandel […] unterschätzt wird, indem nicht hinreichend reflektiert wird, wie Medien – oder konkreter: medial vermittelte Kommunikation – unseren Alltag, unsere Identität und unsere Formen des Zusammenlebens zunehmend prägen.”19

---

19 HEPP, Andreas: Medienkultur. Die Kultur mediatisierter Welten. VS Verlag, Wiesbaden 2011, p. 8 (Translation: This is possible “because such change is […] underestimated by
According to him it is advisable to consider the media culture as a mediatized culture. That means, media cultures are cultures, whose resources of meaning are refereed by technical communication media and whose processes are affected by them in different ways, still to be defined.

In this context, “resources of meaning” are defined as communications we refer to, when “meaning” will be generated in media communication, e.g. texts, movies, websites etc. “Resources”, because communications do not contain meanings first and foremost, but are developed by the communicator’s adoption. But Hepp points out, that no culture is mediatized in such a way, where all resources of meanings are media-based. Then as a physical entity he will accomplish his communication and thus his production of meanings is always partly “direct” partly “not media-based”.

On the premise of mediatization, the process of temporal, spatial and social penetration of our culture with media communication and their varied and partially contradictory imprint, a point can be determined, from which a “life” in that culture beyond the media is no longer conceivable.

In this context, according to Krotz, communication will become more egocentric because of the blurring of the boundaries of mental images. In the daily media-based communication it is not so much about the understanding and establishing of common ground between the communicators, but more about the self-reflection of the individuals. The act of communication will increasingly be regarded as an event and as a possibility or an occasion to enter into a relationship with someone and to exchange views.

From the increasingly complex forms of media communication the question arises about the change of privacy. Many signs point to a change of culture to a media-culture combined with a change of privacy. But it is interesting to note, that in Germany a significant impulse of change had taken place in the 1950s. Until the 1950s for the greater part of society life had not adequately reflecting how media – or more precisely: media performed communication increasingly form our everyday life, our identity and our way of living together.”

---

20 REICHERTZ, Jo: Die Macht der Worte und der Medien. 2. Ed., VS Verlag, Wiesbaden 2008, p. 17
21 HEPP, Andreas: Medienkultur. Die Kultur mediatisierter Welten. VS Verlag, Wiesbaden 2011, p. 70
taken place within the family. Because of predominantly limited space, private life had been going on under the eyes of the family. Prost calls this state of privacy a “gruppeninterne Öffentlichkeit”\textsuperscript{23} with “verhinderter Intimität”\textsuperscript{24} 25. Only after apartments became larger due to increasing prosperity, every family member had their own room and with it a refuge, which offered them space for intimacy, secrets and identity within that privacy, and which was reproduced threefold between public, family and individual life\textsuperscript{26}.

According to Ritter public and private communication is analytically distinguishable indeed. But from a particular point of view, the differentiation between privacy and publicity develops only at the moment of debate. First, the communicators debate as an individual or as a group. Then they decide if the topic to be discussed is a private or public one\textsuperscript{27}. This point of view arises from the theory which Habermas formulated in his theory of communicative action\textsuperscript{28}. In this theory he develops terms and definitions which enable the localisation of the communicators. The horizon of meanings, where he undertakes the localisation, he calls “Lebenswelt”\textsuperscript{29}. The terms and definitions of privacy and publicity are intertwined in a special way. Experiences of the communicator in his “Lebenswelt” flow into his debate. And he decides, if the debate contains public relevance or remains private\textsuperscript{30}. But public cannot be regarded as a topographical space. Instead, it is a temporal, symbolical space, which only arises in the debate of the communicator.

Thus, privacy as opposed to publicity has to be adapted. Privacy cannot be localised as home or family, which is associated with certain procedures. Privacy can be in many places, also in the middle of public places.

\textsuperscript{23} Translation: Public within groups
\textsuperscript{24} Translation: Prevented intimacy
\textsuperscript{26} Cf. p. 76.
\textsuperscript{29} Translation: lifeworld.
\textsuperscript{30} RITTER, Martina: Die Dynamik von Privatheit und Öffentlichkeit in modernen Gesellschaften. VS Verlag, Wiesbaden 2008.
But why should a difference be made between privacy and publicity in a media culture, where private life permanently becomes public? With the publication of private matters, socio-spatial borders of access to scenes from the private world of other people will be skipped over. But the borders will not be abrogated. It is still up to the individual, as to what should remain private and what should be transferred into public space, even if the mediatization of privacy blurs the distinction of privacy and publicity\textsuperscript{31}.

However, because of the wide-spread communication via social media the difference between private and public communication is more difficult. In the internet, which creates a global public, an entanglement between publicity and privacy is amplified.

Thereby, an important phenomenon becomes visible. Via user-generated content it was never easier, to make revenge campaigns against ex-lovers, mobbing campaigns against unpopular school fellows or torrents of hatred against ex-superiors accessible to the general public\textsuperscript{32}. This happens often, with no possibility for the relevant people to respond.

But the reason is not only the low technical barrier, which makes these publications of private emotions easy. In fact, it is the additional attraction, which arises because of the apparent anonymity caused by the hidden identity via nicknames. So users can perpetuate their wisdoms on pinboards, in blogs or comment areas, sometimes like graffiti. Thus, within different net cultures the protection of privacy becomes more and more important, be it through the protection of content, personal data or privacy itself. This will be discussed in the next chapter.

\section*{2. REGULATIONS OF SOCIAL MEDIA}

Over recent years, there has been a big increase in the usage of information and communication technologies. Many people, in their daily lives, spend most of their time in the networks of the internet environment. In other words, many transactions, regarding economic and social life, have started to be carried out in these electronic media.

The freedom of communication is one of the important rights that are given to the citizens by the State. Especially in recent years, because of technological improvement, new regulations are being put into force across

\textsuperscript{31} WEIß, (2002b), p.82.
\textsuperscript{32} THIMM (2004), p. 63.
Europe in communication areas. Parallel to these regulations, Turkey has to make new arrangements on this subject. It is stated in the Turkish Constitution (Article 22) that everyone has the right to freedom of communication and the secrecy of communication is fundamental33.

Social media is a new concept in the medium of the internet which has many members all around the world. The countries started to create their own “social media laws”. In the integrating world, not only a global social media policy, but also a privacy policy should be created. With the implementation of these activities, there was a need to build up new regulations for the protection of the user’s rights in the social media. The personal data is one of the most important values that should be protected in this area. In recent years, countries all around the world started developing their own regulations for the protection of personal data. Due to the importance given to this subject, personal rights, privacy and personal data will be discussed in this part of the article, as they are applied in Turkey and Germany.

2.1 An Overview of the Personality Rights

Personality rights are mentioned in several international treaties. According to the Universal Declaration of Human Rights (UDHR) dated 10 December 1948, Article 12, “No one shall be subjected to arbitrary interference of his privacy, family, home or correspondence, nor to attacks upon his honour and reputation. Everyone has the right to the protection of the law against such interference or attacks.” In the European Convention on Human Rights (04 November 1950), in article 8, it is stated that everyone has the right to respect for his private and family life, his home and his correspondence34. This article respects private life and protects people against interference by other individuals.

In many countries, personal rights are under the protection of the State. In Germany, the general right to personal life has been constitutionally guaranteed by Articles 1 and 2 of the Basic Law (Grundgesetz - GG) as a basic

33 In consequence of numerous regulations on the right to privacy, the Press Law and the Telecommunication Law must be also be taken into consideration within the freedom of communication.

34 In the European Convention on Human Rights article 2/2 states that there shall be no interference by a public authority with the exercise of this right. There can be exceptions in accordance with the law and when it is necessary in a democratic society in the interests of national security, public safety, the economic well-being of the country. The prevention of disorder or crime, the protection of health or morals, and the protection of the rights and freedoms of others are also included in these exceptions.
right which is also recognised in the case law of the Bundesgerichtshof since 1954.

GG Article guarantees the protection of human dignity and the right to free development of the personality. The respect and protection of human dignity is the duty of all state authority. No one can completely and conclusively relinquish his right to his name (BGB Art. 12) or another personality right. This would contradict the guarantee of human dignity (Art. 1 GG) and of the right to self-determination (Art. 2 GG).

The general personality right must be regarded as a constitutionally guaranteed fundamental right. According to article 2 of GG which consists of personal freedoms, every person has the right to free development of his personality as long as he does not violate the rights of others or offend against the constitutional order or the moral law.

In the 19th century, the idea of right to personality was first described by German jurists like Dernburg, Gierke and Kohler. According to these jurists, personality rights are rights that give sovereignty to the person over their material and moral assets. And with the statement in GG, “to respect and protect the honour and dignity of a person is the duty of the State”, personality rights were taken into consideration in German Positive Law.

In Germany personality rights are protected under the German Civil Code (BGB) paragraphs 823 and 826. According to paragraph 823 (1), a person who, intentionally or negligently, unlawfully injures the life, body, health, freedom, property or other right of another person, is liable to make compensation to the other party for the damage arising from his actions. Here, in 823 some of the personality rights are mentioned and for the rest which are not stated in this paragraph, a general term is used as “other rights” (sonstiges Recht).

In Turkey, the main provisions on personality rights are introduced under Private Law in the TCC (Turkish Civil Code) and TCO (Turkish Code

---

of Obligations). Personality rights are absolute rights that are given to a person at birth\(^39\). The “numerus clausus” principle is not accepted for the content of personal rights in the TCC\(^40\). In other words the personality rights are not specified individually. The legislator did not want to limit the content of the right to personality. All the values that are related with the personality can be included in the personality rights\(^41\) like their name, life, honour, freedom, health, body, secrets, photos, voice, and many more\(^42\). But especially, some of them are protected in different articles separately like, name in TCC Article 26-27 and human body TCO Article 54-56.

As biological substances of human origin are part of a human body, they are also included in the personality rights. These biological substances that are mentioned in the TCC, are living organisms or parts of the body\(^43\). According to the last paragraph of article 23 of the TCC, the extraction, vaccination and transfer of biological substances of human origin is subject to the written consent of the body concerned. But there are also exceptions in practice. If the vaccination is needed because of the general health care of society, there is no need for a written consent of the person\(^44\).

It is stated that no one may waive even partially his rights and capacity to act freely neither a person may waive his freedom nor anyone may impose restrictions on a person contrary to the laws and ethics (TCC Art. 23). This article gives a general view of right to personality with the basic rights like legal capacity and the capacity to act, which cannot be waived. The only limitation of this article is public order. For example, no one can limit his


\(^44\) AKİPEK/AKİNTÜRK/KARAMAN/ATEŞ, p. 363.
legal capacity to act or his freedom, e.g. a person can not promise to work in the same job in all his life. These limitations of the personality rights must not be against legal and ethical rules, e.g. no one can give an undertaking that he will not sue anyone at all or will never be a member of a political party. If a contract is signed about these kinds of limitations, the contract will be seen as null and void from the beginning as stated in the Turkish Code of Obligations (TCO) Art. 27, e.g. if an engaged couple makes a contract with each other that they must marry in the future, this contract would be also invalid.

There is a basic principle in TCC Art.24 which protects the personality against the individuals who made the assault. The breach against personal rights is considered contrary to the law unless the assent of the person whose personal right is damaged, is based on the reasons related to private or public interest and use of authorisation conferred upon by the law. This article is put into force especially for unfair attacks against personality rights. The violation can be in several ways on the material integrity – like body, voice or moral integrity – like honour and dignity, secrets and photos of the personality. This article is also applied directly in the Turkish Press Code (TPC). The personality rights are also protected under TPC in several articles like, 11, 13, 14. The press is seen as the “fourth force” in society and has duties to the public such as, giving news, enlightening society and forming public opinion. Although there is the freedom of press, it is limited under the Article 24 in TCC. For this reason, people working in this sector must be honest, objective, respectable and accurate.

In Germany, in addition to the articles about personality rights in the BGB, there is also very high constitutional protection of free expression of opinions in Art. 5 GG. For this reason the legitimacy of free speech is

45 In Turkey, in the case of a violation of personality rights a lawsuit can be brought. Besides, there are also more penalties for those who acted against those rights. According to article 25 of TCC, the claimant may demand from the judge to take action for prevention of assault, elimination of such threat and determination of unlawful consequences of the assault even though it is discontinued. In addition to such action, the claimant may also request publication or notification of the recovery or the judgment to the third parties.

46 KILIÇOĞLU, p. 177.

47 KILIÇOĞLU, p. 143; TÜFEK, p. 106.

48 It is also stated in Art. 26 of the Turkish Constitution that “Everyone has the right to express and disseminate his thoughts and opinion by speech, in writing or in pictures or through other media, individually or collectively. This right includes the freedom to receive and impart information and ideas without interference from official authorities. This provision shall not preclude subjecting transmission by radio, television, cinema, and similar means to a system
presumed. This is also valid in acrimonious debates in online forums. The OLG Koblenz decision makes clear that criticism should be accepted in a public discussion, unlike discussions in online forums which could be exaggerated and even polemic. Otherwise there would be a danger of paralysis or narrowing of free expression of opinion. Only so called abusive criticisms can be thought of as value judgments without any objective basis in any sense, which turn to malicious and nasty abuses. When the defamation of a person dominates the discussion and there is no more involvement with the main subject, the border of abusive criticism is exceeded.

Honour and dignity which are included in personality rights are very close with freedom of press and free expression of opinion. The limit of freedom of press is drawn in TCC article 24. There is an interest by the public to know the news about the people who are working in high positions in the public sector or those in the public eye. Therefore these kinds of people should be separated from the ordinary people. The news, that are given about these people, related to their private lives should be discussed within the borders of privacy.

If pictures of a personal nature and in connection with a recreational activity published on the internet are linked to a report discussing critically the legal activities of the person in the picture, then the depicted lawyer is entitled to an injunction under § 1004, 823 BGB, 22, 23, Copyright Act, if the link to

51 Therefore, news without any control can violate one’s personality rights and this can transcend the boundaries of the personality rights and violate the honour and dignity. There is a very sensitive and thin boundary between public disclosure and personality rights. The press has a right of criticism, but the public interest must be discussed, as well. Y. 4.H.D. 27.03.2001, 2000/11119-3040; Y.4.H.D. 15.05.2002, 4-402/412; Y.H.G.K. 15.03.2003, 521/586.
53 KILIÇOĞLU, p. 44.
the images is used to underpin the critical remark (Munich Higher Regional Court, judgement of 26 June 2007 - 18 U 2067/07, MMR 2007, 659). Even if the images may still be understood as a contribution to a general discussion, the legitimate interest by the pictured person in his privacy outweighs that of the news organisation from publishing, because the published photo is taken out of the private context and used as proof of the criticism. In accordance with § 23 paragraph 1 No. 1 Copyright Act a lawyer is typically not a person relative to history and therefore has a claim for an injunction against the publication of photos against the newspaper Die Welt.

It is difficult to separate public and private life of the persons who have submitted themselves to the attention of the public. According to the Court of Appeals in Turkey, these kinds of interventions are seen mandatory by the press. It is thought that the public interest is very important in these news. If there is public interest, the critics would be founded on a legal basis.

Both in Turkey and Germany the secrets of a person are also included in the personal rights and his privacy which form part of the secret sphere, like personal letters, recordings, professional experiences, e.g. the publication of a private e-mail can be an invasion into the personal rights of the sender or person concerned.

In the Turkish Constitution the privacy of individual life and the nature of fundamental rights and freedoms are published in two different articles (Article 12 and 20). Everyone possesses inherent fundamental rights and

---

55 According to the decisions of the Court of Appeals in Turkey, if there is public interest in the news or in the publication, it is thought that there is no violation of personality rights; Yarg. HGK. 19.03.2008, T. 2008/4-263 E. 2008/262; Yarg. 4. HD., 28.04.1987, 2077/3267; Yarg. 4. HD., 12.04.1979, 9042/4435. Public interest means community interest, not individual; Yarg. 4. HD. 11.03.2008, 739/3149; HGK. 25.06.2008, 4-445/450.
57 KILIÇOĞLU, p. 151.
60 The right to legal protection of private life, honour, name and the right to determine one’s private life were introduced in Turkish Constitution which also contains guarantees of freedom to communicate and protection of secrecy of communication, guarantees of freedom
freedoms which are inviolable and inalienable. The fundamental rights and freedoms also comprise the duties and responsibilities of the individual to society, their family, and other individuals. The privacy of individual life is also taken under protection as everyone has the right to demand respect for his private and family life. It is added that the privacy of an individual or family life cannot be violated61.

Privacy issues are taken very seriously in Germany62, especially in recent years. Germany and France have very strict rules on this issue. For example, CNIL (French National Freedom and Information Commission) rejected Fiat’s request to send personal data of their workers from their branch in France to their headquarters in Italy63 by reasoning that Italy did not have a strong enough data protection code at that time.

Germany’s privacy laws generally restrict photographs of people and property without a person’s consent except in public places64. The picture of a person is also included in his privacy. Photos of a company’s employees may be published on the internet only with their consent. This can be also applied to company executives, who represent the company to the public.

2.2 Personal Data and Data Protection

Data protection has been at the core of privacy legislation around the world. Within this category are the Data Protection Acts of the European Union’s (EU) member states, mandated by the EU Data Protection Directive 95/4665. “Personal data” is also described in the United Kingdom’s Data Protection Act (DPA) 199866. According to this Act, “personal data” concerns to express opinions and to obtain and disseminate information, as well as guarantees of consumer protection against the actions threatening their privacy.


62 In German the term “Privatsphäre” is generally used for “privacy”.


66 The Data Protection Act 1998 is a United Kingdom Act of Parliament which regulates the data on identifiable living people. This Act which mentions the protection of personal data in...
data which relate to a living individual who can be identified from such data, or other information which is in, or likely to come into, the possession of the data controller. Individuals can be identified by various means including their name and address, telephone number or email address, but anonymous or collective data is not regulated in this Act. Therefore it is clear that there is a strong link between personal data and personality rights. Accordingly, illegal usage and storage of these data cause the violation of personality rights.

The protection of personal data is also a part of the Maastricht Treaty. In this context, the meaning of “personal data” must be clarified. In Germany the general term “Datenschutz” is used for the collection, storage and usage of personal data. According to EU Data Protection Directive 95/46/EC, “personal data” shall mean any information relating to an identifiable or identifiable natural person. Thus, the definition of “identifiable person” is very important. An identifiable person can be described as one who can be identified, directly or indirectly, by reference to an identification number or to one or more factors specific to his physical, physiological, mental, economic, cultural or social identity. So if the person is not identifiable, his personal data cannot be under the protection of EU Data Protection Directive 95/46/EC.

A large number of sensitive data and information are kept by social media platforms like Facebook, StudiVZ, Twitter, LinkedIn. The users have
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70 The term ‘personal data’ undoubtedly covers the name of a person in conjunction with his telephone number or information about his working conditions or hobbies – Paragraph 24 of the Opinion of Advocate General Tizzano in the Lindqvist case (Bodil Lindqvist v Aklagarkammaren i Jonkoping – Case Commissioner-101/01 – European Court of Justice) delivered on 19 September 2002.
72 The LG Berlin recently decided (judgment of 6 September 2007 – case docket number 23 S
the option to give their personal data in these platforms about themselves e.g. personality profiles and photos. These platforms not only save these data, but also they get to know the behaviour and the interests of their users. It is known that the providers must take the necessary technical organisational measures to guarantee data security.

In Germany, storage and usage of personal data is legal within the consent of the person or the existence of a rule of law. In other words, without the permission of the person, the personal data kept about him would be seen as illegal.

Personal data must be kept in good faith on a legal basis. As it is stated in the 6th article of the EU Data Protection Directive 95/46/EC, it is forbidden to record these data without the knowledge of the person by different technical means.

For example, Facebook is threatened with legal action because of the violation of privacy and data protection laws. German officials have launched legal proceedings against Facebook for accessing and saving the personal data of people who are not registered in this social network. Facebook is accused of saving private data of non-members without their permission, to be used for marketing purposes. It is accepted that data from persons who have declared their consent to store their profiles, can be stored in the database of the network. In other words, because of data protection and privacy, the personal data will only be stored if the person is a registered user of Facebook and he or she is currently logged into the service.

The aim of data protection is to protect the personal data which can be thought of as part of personal rights on the one hand and to prevent the improper storage on the other. Recording of data and unlawful delivery and acquisition of data without the consent of the person are taken into consideration in the Turkish Criminal Code in two articles. According to article 135 of the Turkish Criminal Code, the person who unlawfully records personal data including the political, philosophical or religious concepts of
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3/07) that any storage of IP-addresses or any other personal data that exceeds the actual time of the visit infringes § 15 Telemediengesetz (TMG). This judgment, as well as preceding ones, did not only cause a great uncertainty amongst the persons concerned as to what was still legal according to data privacy law but also led to fears in respect to the evolution of a new wave of warnings.

individuals, or personal information relating to their racial origins, ethical tendencies, health conditions or connections with syndicates is punished with imprisonment from six months to three years. Thus it can be said that to record the personal data without consent of the person, can cause the violation of personality rights. In this case two different law suits can be brought, one is for the damages and the other for the penalty regarding the illegal recording.

Many of the countries in the world have been preparing their own data protection codes. In Turkey personal data are protected under several codes, but still no specific code is in force. As personal data are included in the personality rights, they are the fundamental rights given by the State. For this reason, the necessary arrangements about personal data should be organised by a specific Code, as in Germany. The Data Protection Code (Bundesdatenschutzgesetz - BDSG) in Germany was first put into force in 1978. In addition to this code, every federal state has formed their own Code (Landesdatenschutzgesetz).

In Turkey, a draft has been prepared in 2008, but not yet become law, about the protection of personal data. According to the draft, a specialised Institution called “The Protection of Personal Data Institution” will be formed to control the storage and translation of personal data. The person whose rights are violated, can apply to the commission under this Institution for the protection of their personal data and besides that, a law suit can be brought for damages, according to the TCC.

As stated above, the consent to protection of personal data and procedures are regulated in several Codes. Unlawful delivery or acquisition of personal data are punishable under article 136 of the Turkish Criminal Code. The person who unlawfully delivers data to another person, or publishes or acquires the same through illegal means is punished with imprisonment from one to four years.

In recent years, Germany considered restrictions on the use of social media. The German Cabinet presented a bill dated August 25th, 2010 to Parliament which would restrict employers’ use of social media in their recruitment process. This bill appears to be one of the first pieces of national legislation. It aims specifically to regulate employers’ use of social media content for employment purposes. Under the current version of the bill,
employers would be permitted to access only social media content that the applicant makes publicly available, therefore social media content restricted to “friends only” would be off limits.

Many employers use social networking sites, while searching for new employees. And when they find candidates for their firms, initially they prefer researching these people in social media platforms. Germany has drafted a new law which will prevent employers from looking at a job applicant’s pages on social networking sites during the employment process.

With this draft the employers will no longer have the right to research the job candidates in their personal pages which they have in the social media, like Facebook. However, there is an exception for social media platforms which are only used by members to publish their qualifications, e.g. XING and LinkedIn.

A great number of personnel managers initially research the job applicants in the networks before inviting them to a job interview. There are some examples in practice, that potential employers reject job applicants after looking at their profiles in the networks, based on what they found there. For that reason, according to the draft, it is acceptable for an employer to have the job candidate’s name, address, telephone number and e-mail address, but further research is forbidden. This draft also states that the companies will only be able to monitor employees’ telephone calls and e-mails under certain conditions, and firms will be obliged to inform staff accordingly. It is said that this rule would create “an equitable balance between the interests of employees in protecting personal data and the legitimate interests of employers”.

76 Article 32, paragraph 6, p. 2 BDSG-E.


78 http://www.bundesregierung.de/nn_1264/Content/DE/Artikel/2010/08/2010-08-25-beschaeftigungsdatenschutz.html [last access: 03.04.2012]
CONCLUSION

The use of information and communication technologies is increasing each and every day in the modern world. As a result of this the online communication becomes a central element of the cultural change of privacy. In this article the implementation of social media and privacy policies have been discussed with examples from Turkey and Germany.

The central character of social media is the active user, who mutates to a “prosumer” due to the participatory possibilities. Simultaneously he is producer, consumer and programme manager in the web. In this capacity social media activists permanently change their roles between a digital exhibitionist and a digital voyeur. On the one hand they post their complete profile on social media platforms, on the other they follow micro blogs, “like” comments and watch private videos on video platforms.

Networking with each other is the central principle of society. Today many people want contact with more people in their personal lives through their social networks than face to face contacts, email and phone. The so-called social media tracker 2010 “wave.5” concluded that on average people stay in contact socially with 52 people via these networks79.

Krotz pointed out temporal, spatial and social blurring of the boundaries by social media, which accelerate the change of culture into media culture. The question of the change of privacy will be derived from the more complex forms of media communication. Many signs point out the change of culture to media culture combined with a change of privacy. Because of the widespread communication via social media the differentiation between private and public communication is more difficult. In the internet, which creates a global public, an entanglement between public and privacy is amplified.

In this context the important question arises about how you can protect a person, when you can see, use and abuse every data of everyone in the world. In that information society, the personal right has developed into a common right of media and information self-determination. Without batting an eyelid, users post their very private data on many platforms. How should the State react? Can, may and should the State protect the citizens from themselves?

In Germany personal rights are strictly protected by the German Constitution and German Civil Code. Some limitations arise from a high

degree of constitutional protection of free expression of opinions, e.g. in online forums. Only so-called abusive criticisms can be thought of as value judgments without any objective basis in any sense, which turn to malicious and nasty abuses.

The draft of Art.32, paragraph 6 p.2 BDSG-E. The legislature differentiates between privately used social network platforms like Facebook and platforms like XING or LinkedIn mostly used for publishing qualifications. With this draft the employers will no longer have the right to search for job candidates in their personal pages which they have in the privately used social media platforms, on the other hand the search is allowed on platforms used by members to publish their qualifications. But the criteria are very soft. Indeed members of XING use this platform for professional affairs. But there are also many groups and forums, which also deal with private themes, e.g. fans of football clubs. It will have to be assessed, how practicable this distinction will be for the courts.

In Turkey, the main provisions on personality rights are introduced under Private Law in the TCC. But the personality rights are not specified individually. The lawmaker did not want to limit the content of the right to personality. Personal data are protected under several codes, but there still is no specific code in force. A draft has been prepared about the protection of personal data in 2008. According to the draft, a specialised Institution called “The Protection of Personal Data Institution” will be formed to control storage and translation of personal data. In our opinion, this kind of institution is urgently needed. The average age of Turkish people is 29,280, much younger than in Germany (44,281). This is probably one of the reasons, why the activity of Turkish people on social media platforms is higher than in Germany. It can be assumed, that the behaviour of Turkish users is very similar to that of German users. Thus, the protection of privacy and personal data will be one of the greatest challenges for the future.

---


AYAN, Mehmet, AYAN, Nurşen: Kişiler Hukuku, Konya 2011.


Protection Of The Mediatized Privacy In The Social Media: Aspects...


WARMAN, Matt: Online Right “To be Forgotten” Confirmed by EU, TELEGRAPH (Mar. 17, 2011, 12:53 PM), http://www.telegraph.co.uk/technology/Internet/8388033/Online-right-to-beforgotten-confirmed-by-EU.html, (2011) [last access: 02.04.2012]


BOŞ